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1. Discussion
1.1 Capabilities supported by URSP Rules

The URSP rules provisioned by the operator in the UE shall be able to support the following capabilities:
	Capability
	Example URSP rule

	Capability 1: 

Route selected traffic via a PDU Session with specific parameters (i.e. DNN, S-NSSAI, SSC Mode, PDU Type, Access Type)
	Traffic Descriptor:


Application Identifier = com.example.app1

Route Selection Descriptor:


DNN Selection = DNN-1


Network Slice Selection = S-NSSAI-a


SSC Mode Selection = SSC Mode 1


Access Type = Non-3GPP access

This URSP rule routes all traffic of application with identity "com.example.app1" to a PDU session with parameters DNN-1, S-NSSAI-a and SSC Mode 1. If the PDU session is not established, the UE establishes first this PDU session over Non-3GPP access and then routes the application traffic to this PDU session.

	Capability 2: 

Offload selected traffic to a non-3GPP access (outside of any PDU session)
	Traffic Descriptor:


Application Identifier = com.example.app1


IP Descriptor-1 = Protocol:TCP, Dest. Port:80


IP Descriptor-2 = Protocol:TCP, Dest. Port:443

Route Selection Descriptor:


Non-seamless Offload Indication = WLAN, SSID-a

This URSP rule offloads all HTTP & HTTPS traffic of application with identity "com.example.app1" to a WLAN with SSID-a. If the UE is not connected to such WLAN, the URSP rule is not valid and cannot be applied. The UE shall evaluate subsequent URSP rules to determine how to route the HTTP & HTTPS traffic of application with identity "com.example.app1".

	Capability 3:

Establish a PDU session with specific parameters (i.e. DNN, S-NSSAI, SCC Mode, PDU Type, Access Type) when an application requests a network connection with certain capabilities.
NOTE 1: This is different from Capability 1, where the UE may establish a PDU session without an explicit request from an application. Capability 3 addresses the case where an application explicitly requests a network connection.

NOTE 2: A UE application cannot request the establishment of a PDU session with specific parameters, e.g. with specific DNN, S-NSSAI, etc., because the mobile OSes do not expose such APIs. Instead, a UE application can request the establishment of a network connection with certain capabilities, e.g. with capability to access the IMS network of the operator, with capability to access the Internet, with capability to access the operator’s MMSC, with capability to access the SUPL servers to receive GPS assistance data, etc. In addition, some mobile OSes enable the UE applications to request an UNMETERED network connection (i.e. free of charge), or a P2P network connection, or a NON-ROAMING network connection, etc.
	Traffic Descriptor:


Network Capability = IMS
Route Selection Descriptor:


DNN Selection = DNN-1


Network Slice Selection = S-NSSAI-a


SSC Mode = SCC Mode 3


Access Type = 3GPP access
This URSP rule maps a network capability (IMS) to certain PDU Session parameters. It specifies that when an application requests a connection with capability to access IMS, the UE will establish a PDU session over 3GPP access (if not already established) with parameters DNN-1, S-NSSAI-a, and SSC Mode 3. After the PDU session is established, all traffic of the requesting application is routed via this PDU session.
Essentially, this URSP rule routes all traffic that needs to access IMS, via a PDU session with specific (operator defined) parameters.


The above Capabilities 1 & 2 are well supported in the current TS 23.503. However, the Capability 3 is not supported because the Traffic Description does not contain a Network Capability component, but it contains a DNN component under the assumption that an application can request a connection to a specific DNN. This assumption, however, is not true. The applications are developed without the need to know the operator-specific PDU Session parameters that should be used for a network connection and without the need to know how the underlying mobile network is configured (e.g. if a particular S-NSSAI is used for certain IoT-type of traffic).
Note: 
All major mobile OSes already enable UE applications to request connections with certain Network Capabilities. So, the Network Capability is not a new concept. It is already supported by existing mobile OSes. As an example, the Network Capabilities supported by Android can be found at https://developer.android.com/reference/android/net/NetworkCapabilities.
Proposal 1: Based on the above discussion, it is proposed to remove the "DNN" component from the Traffic Descriptor of a URSP rule and add a "Network Capability" component instead. When a UE application requests a connection with a specific Network Capability, the UE determines if there is an established PDU Session that supports this capability. If there is, the UE routes the traffic of the application via this PDU Session. If there is no such PDU Session, the UE finds a URSP rule that matches the Network Capability requested by the application (see example above) and establishes a new PDU Session by using the (operator-configured) PDU Session parameters in this URSP rule. This way, a URSP rule can map the Network Capability requested by an application into specific PDU Session parameters (e.g. DNN, S-NSSAI, SSC Mode, etc.). 
1.2 Application Preferences and URSP Rules

As aforementioned, UE applications can already express preferences regarding the capabilities of the network connections they want to use. At the moment (prior to 5G), the supported Network Capabilities are restricted to capabilities such as IMS, MMS, SUPL, P2P, etc. However, in the future (and especially after 5GS is deployed), we believe that additional Network Capabilities should be supported. For example:

-
A UE application should be able to request a network connection for infrequent small data transmission, or for mission-critical communication, or with ultra-low latency. Of course, we should not expect a UE application to request a connection to a specific S-NSSAI, because applications are not developed to know how the underlying mobile network is configured. When a UE application requests a network connection e.g. for infrequent small data, the URSP rules in the UE would be evaluated to determine the appropriate DNN, S-NSSAI, etc. that should be employed in a specific PLMN.
-
A UE application should also be able to request a network connection with specific session continuity capabilities, according to draft-ietf-dmm-ondemand-mobility-15. For example, an application might request a Fixed IP address (corresponding to SSC Mode 1), or a Graceful Replacement IP Address (corresponding to SSC Mode 3). Again, we should not expect a UE application to request a specific SSC Mode, because applications are not supposed to know such technology-specific parameters. When a UE application requests a network connection e.g. with Graceful Replacement IP Address, the URSP rules in the UE would be evaluated to determine the appropriate SSC Mode that should be employed in a specific PLMN.
Based on the above, it is clear that there can be no conflict between the URSP rules and the application preferences. The applications express their preferences in a generic way (by requesting Network Capabilities) and the URSP rules map the application preferences into specific PDU Session parameters.
Proposal 2: There is no need for 3GPP specifications to address any conflicts between application preferences and URSP rules because such conflicts do not exist. It could only be clarified that the preferences expressed by applications when they request network connections are mapped into specific PDU Session parameters by the URSP rules.
1.3 User Preferences and URSP Rules
In prior URSP discussions, the question has emerged of whether the user preferences can supersede one or more components in the URSP rules.

We do not believe that the user should be able to change or override the PDU Session parameters configured by the operator in a URSP rule (because we do not see any use case that would require that). These parameters (e.g. DNN, S-NSSAI, SSC Mode, PDU Type, and Access Type) depend on the network configuration and should be provided by the operator only. However, we also believe that the user should be able to provide some user-specific data that may be needed for establishing a PDU Session, such as authentication credentials, and/or static IP configuration data. In order (a) to enable the user provide user-specific data that can be used for PDU Session establishment, and also (b) to prohibit the user from changing any other parameters configured by the operator for PDU Session establishment, we propose to add a "User Data" component in the Route Selection Description, as shown in the URSP rule below. 
Traffic Descriptor:


Application Identifiers = App1, App2
Route Selection Descriptor:


DNN Selection = DNN-1


Network Slice Selection = S-NSSAI-a


SSC Mode = SCC Mode 3


Access Type = 3GPP access


User Data = Authentication data (e.g. EAP method, credentials)
The above URSP rule indicates that the traffic of App1 and App2 should be routed over a PDU Session that is preferably established over 3GPP access with parameters DNN-1, S-NSSAI-a, and SSC Mode 3. The "User Data" component is the only component provided/modified by the user and may include:

-
Authentication data (e.g. EAP method, credentials) required to enable Secondary Authentication/Authorization (as per TS 23.501, clause 5.6.6) for the PDU Session; and

-
Static IP configuration data (e.g. static IP address, DNS address) required when the user wants to request static IP configuration for the PDU Session.
Proposal 3: A "User Data" component should be added to the Route Selection Descriptor of a URSP rule. The user shall be allowed to change only the "User Data" component of a URSP rule. All other components of a URSP rules (e.g. DNN, S-NSSAI, SCC Mode, etc.) shall not be possible to be modified or overridden by the user. When the UE is triggered by a URSP rule to establish a PDU Session, the UE shall use the operator-provided PDU Session parameters in this URSP rule, and the user-provided data in "User Data" component.
2. Proposal
Below we summarize the 3 proposals discussed above: 
1)
When a UE application requests a network connection, it does not request a specific "DNN" (because applications are not supposed to know how the underlying mobile network is configured) but it requests a connection with a certain "Network Capability", such as capability to access "IMS", or capability to access "MMS", etc. It is proposed, therefore, to remove the "DNN" component from the Traffic Descriptor of a URSP rule and add a "Network Capability" component instead. When a UE application requests a connection with a specific Network Capability, the UE determines if there is an established PDU Session that supports this capability. If there is, the UE routes the traffic of the application via this PDU Session. If there is no such PDU Session, the UE finds a URSP rule that matches the Network Capability requested by the application and establishes a new PDU Session by using the (operator-configured) PDU Session parameters in this URSP rule. This way, a URSP rule can map the Network Capability requested by an application into specific PDU Session parameters (e.g. DNN, S-NSSAI, SSC Mode, etc.).
2)
There is no need for 3GPP specifications to address any conflicts between application preferences and URSP rules because such conflicts do not exist. It could only be clarified that the preferences expressed by applications when they request network connections are mapped into specific PDU Session parameters by the URSP rules.
3)
A "User Data" component should be added to the Route Selection Descriptor of a URSP rule. The user shall be allowed to change only the "User Data" component of a URSP rule. All other components of a URSP rules (e.g. DNN, S-NSSAI, SCC Mode, etc.) shall not be possible to be modified or overridden by the user. When the UE is triggered by a URSP rule to establish a PDU Session, the UE shall use the operator-provided PDU Session parameters in this URSP rule, and the user-provided data in "User Data" component.
The CR in S2-187861 implements these proposals in TS 23.503.
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